Design for Security Message Bus

# Summary

The Security Message Bus is designed to ingest messages from the various Cloud Portals systems in leverage Service Now Workflow to open tickets and allow for updates and closure of tickets in both platforms.

Data will be handled via RabbitMQ and MariaDB. RabbitMQ will be used to move messages from the various service buses into processing for being stored in MariaDB and into Service Now Workflow.

The infrastructure will be deployed and scaled within Kubernetes.

[Diagram]

## Message Format

Messaged contain an external routing layer that then contains the raw message from the service it is picking up data from. The external routing leverage ‘:’ for separation of the various elements with the interior or raw message separated with ‘,’.

Queue for this service will be uni directional with message either designated at Inbound ‘I’ or Outbound ‘O’. Inbound is defined as from the security portal to message processor and Outbound is message processor to security portal.

We will keep a similar structure for both message direction as this layer is used for routing of message to or from subscribers and publisher that handled the last mile.

The interior message or message body is based on the cloud service from which we are ingesting from or responding to, and the routing to the processor is determined by the messageType field.

queueName : direction : clientID : clientAcct : messageType : messageBody

* queueName = CloudVendor
* direction = I / O
* clientID = ClientID / ClientIDSub
* clientAcct = Client Account ID
* messageType = SecurityPortal (ex: Sentinel)
* messageBody = Service Message

## Message Processor

For each messageType we will create a focused processor to handle either storage and reformat for outbound.
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